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Give your customers confidence STANDARD
that your software is secure... a ﬂ
Verify it.

M
With CA Veracode Verified, you prove at a glance that
you’ve made security a priority, and that your security
program is backed by one of the most trusted names in

the industry. Without straining limited security resources, CONTINUOUS
you’ll stay ahead of customer and prospect security
concerns, speeding your sales cycle. In addition, the CA

Veracode Verified program gives you a proven roadmap
for maturing your application security program.

LEVEL ONE

Verified Standard

» Assess first-party code with static analysis.

STANDARD

» « Document that the application does not allow
Very High flaws in first-party code.

* Provide developers with remediation guidance.
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LEVEL TWO

Verified Team

Includes requirements of Verified Standard, plus:

* Document that the application does not include
Very High or High flaws, and that you have a
60-day remediation deadline.

* |dentify a security champion within the
development team to ensure secure
coding practices are used across the
development lifecycle.

* Provide training on secure coding for the
identified security champion.

» Assess open source components for security.

of Java applications had at least one flaw in an 000 :
8 8 O/ open source component (among the applications i i
O  we scanned in a recent 18-month period). - )

LEVEL THREE

Verified Continuous

Includes requirements of Verified Team, plus:

* Integrate security tools into development workflows.

* Assess application with dynamic analysis.

* Document that your application does not include
any Very High, High or Medium flaws, and that you
have a biannual mitigation review and a 30-day
remediation deadline.

* Provide advanced training on secure coding
for the security champion identified on the
development team.

* Provide development team with training
on secure coding.
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/ Our State of Software Security report found that organizations
with long-standing, comprehensive AppSec programs had a
0 35 percent better OWASP pass rate than programs in place
for a year or less.

s your development process Verified? get started
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LEARN MORE AT WWW.VERACODE.COM, ON THE VERACODE BLOG, AND ON TWITTER.
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